AMENDED IN ASSEMBLY MARCH 21, 2011

CALIFORNIA LEGISLATURE—2011—12 REGULAR SESSION

ASSEMBLY BILL No. 174

Introduced by Assembly Member M onning

January 24, 2011

An act to-amend-Seetion—130275-6f add Section 130280.5 to the
Health and Safety Code, relating to health information.

LEGISLATIVE COUNSEL’S DIGEST

AB 174, as amended, Monning. Health information exchange.

Existing law establishes the Office of Health Information Integrity
within the California Health and Human Services Agency to ensure the
enforcement of state law mandating confidentiality of medical
information and to impose administrative fines for the unauthorized
use of medical information. Existing law authorizes the office to
establish and administer demonstration projects to evaluate potential
solutions to facilitate health information exchange that promote quality
of care, respect the privacy and security of personal health information,

and enhance the trust of the stakeholders.-Existing-law-provides-thatit
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This bill would require the system of electronic health records
developed based on the demonstration projects established pursuant
to these provisions to be implemented with the full participation of
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health consumers and organizations concerned with protecting the
privacy and security of patient information in the development of
policies, and would require the office to ensure that there are
opportunities for public comment and input on the development of those
policies.

Vote: majority. Appropriation: no. Fiscal committee: ne-yes.
State-mandated local program: no.

The people of the State of California do enact as follows:

SECTION 1. Section 130280.5 is added to the Health and
Safety Code, to read:

130280.5. (a) The Legislature finds and declares all of the
following:

(1) The primary purpose of the implementation of electronic
health records is to ensure that the system is designed to enhance
patient treatment and outcomes.

(2) Patient trust is essential to patient acceptance of a system
of electronic health records, and thus establishing patient trust is
necessary in order for the system to enhance patient treatment and
outcomes.

(3) Protection of patient privacy and security, which is
epitomized by doctor-patient confidentiality, is essential in building
patient trust.

(b) The system of electronic health records developed based on
the demonstration projects established pursuant to this division
shall be implemented with the full participation of health
consumers and organizations concerned with protecting the privacy
and security of patient information in the development of policies,
and the office shall ensure that there are opportunities for public
comment and input on the development of those policies.

SECHON-I—Section-136275-of the- Health-and-Safety-Code
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